Docnr1

From: " s12e " <Bl2e (@autoriteitpersoonsgegevens.nl>
Date: Thursday, January 29, 2026, 10:35 AM
To: postbus@eerstekamer.nl

Subject: [DIGI] Een korte introductie van de AP

Attachments:
AP Een korte introductie.pdf

U ontvangt niet vaak e-mail van 5-1.2. @autoriteitpersoonsgegevens.nl. Ontdek waarom dit belangrijk is

Geachte griffie van de vaste Eerste Kamercommissie voor Digitalisering,

Afgelopen donderdag 22 januari vond er een kennismakingsgesprek plaats van de vaste Tweede Kamercommissie
voor Digitale Zaken met de Autoriteit Persoonsgegevens. Voor dit kennismakingsgesprek hebben wij een factsheet
met daarin een korte introductie van de AP opgesteld voor de commissieleden. Deze factsheet kan ook interessant
zijn voor de leden van uw commissie. Hierom deel ik de factsheet met u, in de bijlage.

Zou u de factsheet willen doorgeleiden naar uw commissieleden? Alvast hartelijk dank.

Mochten er vragen zijn hierover, beantwoord ik die uiteraard graag.

Met vriendelijke groet,

(L2 51.2'e

Senior adviseur Strategie & Public Affairs

512e @autoriteitpersoonsgegevens.nl
512e | werkdagen: ma di wo do
Hoge Nieuwstraat 8, 2514 EL Den Haag
Postbus 93374, 2509 AJ Den Haag
autoriteitpersoonsgegevens.nl

Deze e-mail inclusief bijlage(n) is uitsluitend bedoeld voor de geadresseerde(n) van dit bericht. Mocht u
deze e-mail per ongeluk ontvangen, dan wordt u verzocht dit onmiddellijk te berichten aan
info@autoriteitpersoonsgegevens.nl Tevens wordt u in dat geval vriendelijk verzocht om de e-mail inclusief
bijlage(n) te verwijderen en de inhoud niet te bekijken, te gebruiken of te verstrekken aan derden omdat
deze e-mail persoonsgegevens en andere vertrouwelijke informatie kan bevatten die niet voor u bestemd
zijn. De Autoriteit Persoonsgegevens aanvaardt geen aansprakelijkheid voor schade, van welke aard ook, die
verband houdt met risico's verbonden aan het elektronisch verzenden van berichten. This email, including
the attachment(s) is solely intended for the addressee of this message. In case you have received this email
by accident, you are requested to report this immediately to info@autoriteitpersoonsgegevens.nl. You are
also kindly requested in this case to delete this email including its attachment(s) and not to read or use its
contents, or provide its contents to any third parties, as this email could contain personal and other
confidential data that are not intended for you. The Dutch Data Protection Authority (Autoriteit
Persoonsgegevens) does not accept any liability for damages, of any kind, related to the risks involved when
sending messages electronically.



De Autoriteit
Persoonsgegevens

Een korte introductie

Een van de grondrechten die wij in Nederland kennen,

is het recht op bescherming van persoonsgegevens.

Dit grondrecht ondersteunt essentiéle waarden in onze
rechtsstaat: het voorkomen van discriminatie, respect
voor persoonlijke vrijheid en een transparante en
controleerbare overheid. Dit zijn fundamenten voor een
samenleving waarin iedereen de vrijheid heeft om zichzelf
te zijn en om grip te kunnen houden op persoonsgegevens.
Om die waarden te behouden, moeten mensen, (overheids)-
organisaties en bedrijven rechtmatig, behoorlijk en
transparant omgaan met ieders persoonsgegevens.

Onafhankelijk toezicht is een onderdeel van dat grond-
recht. Daarom zijn wij er: de Autoriteit Persoonsgegevens
(AP). Wij bieden hulp en bescherming in de digitale wereld
en zorgen ervoor dat mensen grip kunnen houden op

hun gegevens. Zonder die hulp en bescherming lopen
mensen namelijk grote risico’s. Bijvoorbeeld bij het gebruik
van algoritmes: als mensen niet weten dat zij door een
algoritme zijn geprofileerd als (mogelijke) fraudeur, kunnen
zij hier ook niet tegen in verweer komen. En kunnen de

gevolgen ernstig zijn en nog lang voortduren. Denk aan
het toeslagenschandaal of de kwestie waarbij DUO
jarenlang een discriminerend algoritme gebruikte.

We doen ons werk niet alleen omdat het onze wettelijke
taak is, maar omdat privacy een fundament voor een
vrije samenleving is. Dat is onze diepgewortelde
overtuiging. Want zonder privacy verliezen mensen de
controle over hun eigen leven, zeker in onze digitale
wereld. Privacy is niet voor niets een grondrecht in de
Nederlandse Grondwet (artikel 10) en in het Handvest

van de grondrechten van de Europese Unie (artikel 8).



Waarop houdt de AP toezicht?

Het toezichtveld van de AP is breed, complex en
ontwikkelt zich in hoog tempo.

ledere organisatie of persoon die persoonsgegevens
verwerkt, valt onder het toezichtveld van de AP:
Nederlandse bedrijven en multinationals met een
Europese hoofdvestiging in Nederland, financiéle
instellingen, zorginstellingen, maar ook overheids-
instellingen, verenigingen en individuele burgers
(bijvoorbeeld mensen met een deurbelcamera).

De AP houdt toezicht op de naleving van alle wet- en
regelgeving voor het gebruik van persoonsgegevens,
waarin de Algemene verordening gegevensbescherming
(AVG) en de Richtlijn gegevensbescherming bij
rechtshandhaving (RGR) een centrale rol spelen.

Naast de AVG, de RGR en alle Nederlandse wetgeving die
het verwerken van persoonsgegevens mogelijk maakt,
houdt de AP ook toezicht op andere Europese wetgeving,
zoals de Digitaledienstenverordening (DSA), de
Dataverordening, de Verordening Transparantie en

Taken en bevoegdheden

Om de bescherming van persoonsgegevens te
bevorderen en te bewaken, doet de AP het volgende:

1. Toezien op naleving van privacywetgeving:
bijvoorbeeld door klachten en tips te behandelen
(gemiddeld zo'n 9000 klachten en tips per jaar),
onderzoek te doen, te adviseren en te handhaven.

2. Toetsen van wetgeving: de AP toetst gevraagd en
ongevraagd nieuwe wet- en regelgeving die
betrekking heeft op de verwerking van persoons-
gegevens (gemiddeld zo'n 80 wetgevingstoetsen
per jaar).

Gerichte Politieke Reclame en de Cyberbeveiligingswet.
Hierdoor speelt de AP een bredere rol in het digitale
domein dan alleen privacybescherming. De AP bewaakt
zowel de rechtmatige omgang met persoonsgegevens als
eerlijke digitale markten en veilige online diensten. Door
deze brede toezichthoudende rol draagt de AP bij aan een
veilige, eerlijke en transparante digitale samenleving
waarin zowel privacy als andere fundamentele rechten
worden beschermd.

Ook de Al-verordening speelt een rol in het werk van de
AP. Het kabinet werkt momenteel aan een voorstel voor
het toezicht op de Al-verordening. De verwachting is dat
hiervoor meerdere toezichthouders worden aangewezen
en dat de AP een belangrijke toezichthoudende rol zal
vervullen. Als codrdinerend algoritmetoezichthouder
draagt de AP nu al bij aan de voorbereidingen op het
toezicht op de Al-verordening.

3. Voorlichten en verantwoorden: het is een wettelijke
taak van de AP om voorlichting te geven. Dit doet de
AP bijvoorbeeld door contact te onderhouden met
het mkb, brancheorganisaties en overheidsinstellingen
over hoe organisaties hun werk kunnen doen in lijn
met privacywetgeving. Verder legt de AP verant-
woording af met een jaarverslag. Dit deelt de AP ook
met de Tweede Kamer.

4. Internationale taken: de AP werkt nauw samen
met andere privacytoezichthouders in Europa in de
European Data Protection Board (EDPB).
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Prioriteiten 2026-2028

Ons brede toezichtveld overziend, in de wetenschap
dat we niet alles kunnen aanpakken’, en zeker niet
allemaal tegelijk, hebben we voor 2026-2028 een aantal
prioriteiten vastgesteld:

1. Hettegengaan van massasurveillance in het
publieke en private domein. Massasurveillance,
oftewel het grootschalig verzamelen, koppelen en
analyseren van persoonsgegevens, gebeurt op steeds
grotere schaal door zowel overheden als bedrijven,
vaak zonder expliciete toestemming of medeweten
van mensen. Er moeten maatregelen worden genomen
om dit tegen te gaan. Zo kan de wetgever ervoor
zorgen dat er een juiste balans bestaat tussen
veiligheid en de bescherming van persoonsgegevens
door voldoende waarborgen te regelen in wetgeving
die ziet op politie en justitie.

2. Veilige en waardengedreven ontwikkeling en
toepassing van Al. Al is de dominante nieuwe
technologie van het moment en deze gaat in vrijwel
alle aspecten van het leven van mensen een grote rol
spelen. Zonder duidelijke normen kan de ontwikkeling

en inzet van Al in rap tempo maatschappelijke schade
veroorzaken. Naast aandacht voor de risico’s, is het
belangrijk ruimte te geven aan de kansen van deze
ontwikkelingen.

3.  Weerbare en betrouwbare digitale diensten.
Onze dataveiligheid ligt onder grote druk en dat moet
veranderen. Er is steeds meer sprake van datadiefstal
en de gevolgen en de impact daarvan voor mensen
zijn vaak groot. Daarnaast zijn er kwetsbaarheden in
de infrastructuren waar we gebruik van maken;
organisaties hanteren niet de juiste veiligheids-
maatregelen en we zijn grotendeels afhankelijk van
buitenlandse technologiebedrijven. Dat laatste wordt
steeds risicovoller voor de vrijheid van mensen.

T Een bijkomende beperkende factor is het budget van de AP. Door de hoeveelheid wettelijk verplichte, reactieve taken

van de AP, mist er capaciteit om bijvoorbeeld op eigen initiatief onderzoek te doen. In de situatie waarin grondrechten-

schendingen toenemend onzichtbaar zijn, kan de AP niet wachten op klachten en signalen; die komen niet of pas als

het te laat is. De parlementaire enquétecommissie Fraudebeleid en Dienstverlening heeft daarop aanbevolen om het

budget van de AP te verhogen tot ten minste € 100 miljoen structureel. Dat advies is door de Tweede Kamer breed

onderschreven, maar moet nog wel worden uitgevoerd.

Samenwerking: Europees en nationaal

De AP werkt intensief samen met andere privacy-
toezichthouders, in de eerste plaats binnen de EDPB.

De EDPB is een onafhankelijk orgaan waarin alle nationale
privacytoezichthouders uit de Europese Economische
Ruimte (EER) samenwerken.

Ook op nationaal niveau werkt de AP samen met
andere toezichthouders. Zo is bijvoorbeeld in 2021 het

Samenwerkingsplatform Digitale Toezichthouders (SDT)
opgericht om te helpen bij de samenwerking in het
toezicht op digitale diensten. Ook neemt de AP deel aan
het Markttoezichthoudersberaad (MTB), dat zich
bezighoudt met het functioneren van markten en het
gedrag van marktspelers.
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De Autoriteit Persoonsgegevens is de

onafhankelijke toezichthouder op
persoonsgegevens die mensen beschermt
in een digitale wereld.

Autoriteit Persoonsgegevens
Postbus 93374
2509 A] Den Haag

autoriteitpersoonsgegevens.nl



